

**Our Commitment to Your Security**

At **Spencer & Co Security Management**, we are deeply committed to safeguarding the privacy, security, and well-being of our clients, employees, and business operations. This document outlines the comprehensive measures we have in place to ensure the protection of your data, assets, and safety.

### **1. Scope of the Policy**

This policy applies to all employees, contractors, partners, and any other parties involved in the operations of Spencer & Co Security Management. It includes all physical and digital security measures designed to protect our clients’ properties, sensitive information, and operational integrity.

### **2. Data Protection & Privacy**

We adhere to the highest standards of data protection in compliance with the UK Data Protection Act 2018 and GDPR.

* **Data Collection**: We only collect necessary data to provide our services.
* **Data Storage**: Personal data is stored securely and is only accessible to authorized personnel.
* **Data Retention**: Data will be held only for as long as necessary and disposed of securely when no longer required.
* **Access Control**: We implement strong access control protocols to protect sensitive information.
* **Client Rights**: Clients can request access, correction, or deletion of their personal data.

### **3. Physical Security Measures**

We implement robust physical security systems to ensure the safety of our staff and clients.

* **Employee Training**: All staff are trained in emergency response, risk assessment, and security best practices.
* **Access Control Systems**: Only authorized personnel can access restricted areas.
* **Surveillance**: We install video surveillance to monitor critical locations and safeguard your property.
* **Emergency Protocols**: Clear emergency procedures are in place for evacuations, fire safety, and other incidents.

### **4. Cybersecurity Measures**

In an increasingly digital world, we protect against cyber threats through the following measures:

* **Network Security**: Our network is secured using firewalls, encryption, and regular updates.
* **Endpoint Protection**: Devices are safeguarded with antivirus and anti-malware software.
* **Security Audits**: We perform regular security audits to identify vulnerabilities.
* **Incident Response**: In case of a cybersecurity incident, we have a predefined action plan in place to respond swiftly.

### **5. Employee Conduct and Accountability**

We expect the highest standards of integrity from our employees, including:

* **Confidentiality**: All employees are required to maintain the confidentiality of client information.
* **Ethical Behavior**: Employees must adhere to ethical standards and report suspicious activity.
* **Accountability**: Employees are held accountable for adhering to our security protocols.

### **6. Third-Party Security**

We ensure that third-party vendors, contractors, or partners comply with our security protocols.

* **Vendor Assessments**: All third-party providers are thoroughly vetted.
* **Continuous Monitoring**: We regularly review third-party compliance to ensure ongoing security.

### **7. Client Responsibilities**

We encourage clients to play an active role in maintaining security by:

* Informing us of changes to their security needs.
* Reporting suspicious activities promptly.
* Implementing security practices as advised by our team.

### **8. Review and Updates**

This policy is reviewed annually and updated as needed to reflect changes in legal requirements, technology, or operations. Clients and employees will be informed of any significant changes.

### **9. Compliance**

We comply with all relevant local and international laws regarding data protection, privacy, and security. Our practices are designed to meet or exceed industry standards.

### **Conclusion**

At **Spencer & Co Security Management**, we take the responsibility to protect your safety, privacy, and property very seriously. We are committed to maintaining the highest security standards to ensure your peace of mind. If you have any questions about our security practices, please contact us:

**Contact Information**:

* **Address**: 113 Honeyfield Road, Rassau, Ebbw Vale, NP23 5TD
* **Phone**: 07493 765208
* **Email**: info@sandcosecurity.co.uk

**Director of Operations**:

**Mr. L.T. Spencer**

Spencer & Co Security Management